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1. Discussion

According to the result of show hands in SA WG2 meeting #120, the selection of the core network part of a Network Slice instance shall be performed by a standalone centralized NSSF.
This proposal supplement the NSSF function description. 

2
Proposal

It is proposed to agree on the proposed changes to TS 23.501.
*************** Start of changes *********************
6.2
Network Function Functional description

Editor's note:
This should include various network functions in the architecture, features and functionalities supported.

6.2.1
AMF
The Access and Mobility Management function (AMF) includes the following functionality. Some or all of the AMF functionalities may be supported in a single instance of a AMF:

-
Termination of RAN CP interface (N2).

-
Termination of NAS (N1), NAS ciphering and integrity protection.

-
Registration management.

-
Connection management.

-
Reachability management.

-
Mobility Management.

-
Lawful intercept (for AMF events and interface to LI System).
-
Provide transport for SM messages between UE and SMF.
-
Transparent proxy for routing SM messages.

-
Access Authentication.

-
Access Authorization.
-
Provide transport for SMS messages between UE and SMSF.
-
Security Anchor Function (SEA). It interacts with the AUSF and the UE, receives the intermediate key that was established as a result of the UE authentication process. In case of USIM based authentication, the AMF retrieves the security material from the AUSF.

-
Security Context Management (SCM). The SCM receives a key from the SEA that it uses to derive access-network specific keys.

NOTE:
Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and mobility management.

Editor's note:
When there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.
In addition to the functionalities of the AMF described above, the AMF may include the following functionality to support non-3GPP access networks:

-
Support of N2 interface with N3IWF. Over this interface, some information (e.g. 3GPP cell Identification) and procedures (e.g. Hand-Over related) defined over 3GPP access may not apply, and non-3GPP access specific information may be applied that do not apply to 3GPP accesses.

Editor's note:
The definition which 3GPP information and procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.

-
Support of NAS signalling with a UE over N3IWF. Some procedures supported by NAS signalling over 3GPP access may be not applicable to untrusted non-3GPP (e.g. Paging) access.
Editor's note:
The definition which NAS signalling procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.
-
Support of authentication of UEs connected over N3IWF.
-
Management of mobility, authentication, and separate security context state(s) of a UE connected via non-3GPP access or connected via 3GPP and non-3GPP accesses simultaneously.

-
Support as described in clause 5.3.2.3 a co-ordinated RM management context valid over 3GPP and Non 3GPP accesses.
-
Support as described in clause 5.3.3.4 dedicated CM management contexts for the UE for connectivity over non-3GPP access.
NOTE:
Not all of the functionalities are required to be supported in an instance of a network slice.

6.2.2
SMF
The Session Management function (SMF) includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:

-
Session Management e.g. Session establishment, modify and release, including tunnel maintain between UPF and AN node.

-
UE IP address allocation & management (incl optional Authorization).

-
Selection and control of UP function.

-
Configures traffic steering at UPF to route traffic to proper destination.

-
Termination of interfaces towards Policy control functions.

-
Control part of policy enforcement and QoS.

-
Lawful intercept (for SM events and interface to LI System).

-
Termination of SM parts of NAS messages.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over N2 to AN.

-
Determine SSC mode of a session.
-
Roaming functionality:

-
Handle local enforcement to apply QoS SLAs (VPLMN).

-
Charging data collection and charging interface (VPLMN).

-
Lawful intercept (in VPLMN for SM events and interface to LI System).

-
Support for interaction with external DN for transport of signalling for PDU session authorization/authentication by external DN.

NOTE:
Not all of the functionalities are required to be supported in a instance of a network slice.
Editor's note:
when there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.
6.2.3
UPF
The User plane function (UPF) includes the following functionality. Some or all of the UPF functionalities may be supported in a single instance of a UPF:

-
Anchor point for Intra-/Inter-RAT mobility (when applicable).

-
External PDU session point of interconnect to Data Network.

-
Packet routing & forwarding.

-
Packet inspection and User plane part of Policy rule enforcement.

-
Lawful intercept (UP collection).

-
Traffic usage reporting.

-
Uplink classifier to support routing traffic flows to a data network.

-
Branching point to support multi-homed PDU session.

-
QoS handling for user plane, e.g. packet filtering, gating, UL/DL rate enforcement

-
Uplink Traffic verification (SDF to QoS flow mapping).

-
Transport level packet marking in the uplink and downlink.

-
Downlink packet buffering and downlink data notification triggering.
NOTE:
Not all of the UPF functionalities are required to be supported in an instance of user plane function of a network slice.
6.2.4
PCF
The Policy function (PCF) includes the following functionality:

-
Supports unified policy framework to govern network behaviour.

-
Provides policy rules to Control Plane function(s) to enforce them.
-
Implements a Front End to access subscription information relevant for policy decisions in a User Data Repository (UDR).
6.2.5
NEF
The Network Exposure Function (NEF) supports the following functionality:

-
It provides a means to securely expose the services and capabilities provided by 3GPP network functions for e.g 3rd party, internal exposure/re-exposure, Application Functions, Edge Computing as described in section 5.13.

-
The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may store the received information as structured data using a standardized interface to a data storage network function (interface to be defined by 3GPP). The stored information can be "re-exposed" by the NEF to other network functions and Application Functions, and used for other purposes such as analytics.

Editor's note:
Bullet above needs to be reflected in the figure.

6.2.6
NRF
The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.
-
Maintains the information of available NF instances and their supported services.
NOTE:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.

Editor's note:
Whether NRF is used only for NF instance discovery or both NF discovery and selection is FFS.

Editor's note:
Whether Network repository function (NRF) is an enhancement of DNS server will be determined by CT WGs.
6.2.7
UDM
The Unified Data Management (UDM) includes two parts, i.e. the application front end (FE) and the User Data Repository (UDR).

As shown in the UDM reference architecture figure 6.2.7-1, the following front ends are included:

-
UDM FE: In charge of processing of credentials, location management, subscription management and so on.
-
PCF: In charge of Policy Control as defined in subclause 6.2.4.
NOTE 1:
The PCF is a standalone network function in the overall 5GC architecture and thus it is not part of UDM. However, the PCF may request and provide policy subscription information to UDR, and for this reason it is shown in the UDM architecture.
The UDR stores data required for functionalities provided by UDM-FE, plus policy profiles required by PCF. The data stored in the UDR includes:
-
User subscription data, including subscription identifiers, security credentials, access and mobility related subscription data and session related subscription data

-
Policy data, as defined in A.3.1.4.
The UDM-FE accesses subscription information stored in a User Data Repository (UDR) and supports the following functionality:

-
Authentication Credential Processing.

-
User Identification Handling.

-
Access Authorization.

-
Registration/Mobility management.

-
Subscription management.

-
SMS management.A front end implements the application logic and does not require an internal user data storage. Several different front ends may serve the same user in different transactions.
NOTE 2:
The interaction between UDM and HSS is implementation specific.
The N25/Nudr reference point/interface are defined for the front ends to read, update (including add, modify), delete, subscribe to notification of data changes and notify the data changes from the UDR. The N25 is the name of the P2P reference point, and the Nudr is the name of the service based interface.
NOTE 3:
Both the FEs and the UDR are located in the HPLMN.
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Figure 6.2.7-1: UDM reference architecture
6.2.8
AUSF
The AUSF supports the following functionality:

-
Supports Authentication Server Function (AUSF) as specified by SA WG3.

Editor's note:
when there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.
6.2.9
N3IWF
The functionality of N3IWF in case of untrusted non-3GPP access includes the following:

-
Support of IPsec tunnel establishment with the UE: The N3IWF terminates the IKEv2/IPsec protocols with the UE over NWu and relays over N2 the information needed to authenticate the UE and authorize its access to the 5G Core Network.

Editor's note:
How and whether N3IWF allocates N3IWF IP address(es) and/or UE IP address(es) for control-plane and/or user-plane IPSec tunnels is FFS.

-
Termination of N2 and N3 interfaces to 5G Core Network for Control-Plane and user-plane respectively.

-
Relaying uplink and downlink control-plane NAS (N1) signalling between the UE and AMF.

-
Handling of N2 signalling from SMF (relayed by AMF) related to PDU sessions and QoS.

-
Establishment of IPsec Security Association (IPsec SA) to support PDU Session traffic.

-
Relaying uplink and downlink user-plane packets between the UE and UPF. This involves:

-
De-capsulation/Encapsulation of packets for IPSec and N3 tunnelling
-
Enforcing QoS corresponding to N3 packet marking, taking into account QoS requirements associated to such marking received over N2

-
N3 user-plane packet marking in the uplink.
-
Local mobility anchor within untrusted non-3GPP access networks using MOBIKE.

-
Supporting AMF selection.
Editor's note:
How QoS is supported via N3IWF and over untrusted non-3GPP accesses is FFS.

Editor's note:
Whether ePDG selection procedure defined in TS 23.402 is applicable as N3IWF discovery procedure is FFS.
6.2.10
AF
The Application Function (AF) interacts with the 3GPP Core Network in order to provide services, for example to support the following:

-
Application influence on traffic routing (see section 5.6.7),

-
Accessing Network Capability Exposure (see section 5.13),

-
Interact with the Policy framework for policy control (see section 5.14),

Editor's note:
Other functions to be added are FFS.

Based on operator deployment, Application Functions considered to be trusted by the operator can be allowed to interact directly with relevant Network Functions.

Application Functions not allowed by the operator to access directly the Network Functions shall use the external exposure framework (see clause 7.4) via the NEF to interact with relevant Network Functions.

Editor's note:
It is FFS whether there is a scenario in Rel-15 where the AF exposes services to the other CN CP Network Functions.

Editor's note:
It is FFS whether there is a scenario in Rel-15 where the AF may use services exposed by the SMF

The functionality and purpose of Application Functions are only defined in this specification with respect to their interaction with the 3GPP Core Network.

6.2.11
SDSF
The SDSF is an optional function that supports the following functionality:

-
Storage and retrieval of information as structured data by the NEF.

NOTE 1:
Deployments can choose to collocate SDSF with other NFs (e.g. UDR, UDSF).
6.2.12
UDSF
The UDSF is an optional function that supports the following functionality:

-
Storage and retrieval of information as unstructured data by any NF.

NOTE 1:
Deployments can choose to collocate UDSF with other NFs (e.g. SDSF).
6.2.13
SMSF
The SMSF supports the following functionality to support SMS over NAS:

-
SMS subscription checking.

-
SM-RP/SM-CP with the UE (see TS 24.011 [6]).

Editor's note:
It is FFS whether and how optimization on SMS transfer procedure between SMSF and UE can be further optimized for 5G.

-
Relay the SM from UE toward SMS-GMSC/IWMSC/SMS-Router.

-
Relay the SM from SMS-GMSC/IWMSC/SMS-Router toward the UE.

-
SMS related CDR.

-
Lawful Interception.

-
Interaction with AMF and UDM for notification procedure that the UE is available for SMS transfer (i.e, set UE not reachable flag, and notifies UDM when UE is available for SMS).
6.2.12
NSSF
The NSSF supports the following functionality:
-
Select the appropriate network slice by selecting the appropriate AMF for the UE.

*************** End of changes *********************
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